Our Privacy Policy (DCCJ Holding, LLC dba YOG)

In this day and age of technology, we understand the need for privacy. By using the YOG website, you
are expressly agreeing to the information handling practices described in this policy.

Cookies are pieces of information that your browser receives from Web sites and stores on your
computer’s hard drive. Information in cookies includes preferences you select while visiting a particular
Web site. For example, by storing cookies on your hard drive, you'll return to a specific Web site with
the same settings you used on a previous visit. We may require cookies in order to manage your
individual account. If you have cookies turned off, you may not be able to access our credit card
payment service.

YOG will use your personal information in the following ways: To allow for your identification and
authentication onto the website when providing you with our storage services. To contact you for billing
and administrative functions, and reporting purposes. We will not sell, rent or share your personal
information with third parties for direct marketing purposes or otherwise. We will share your
information with trusted third party contractors who provide services for us. These third party
contractors are prohibited from using the information we provide for purposes other than performing
services for us.

YOG may give your personal information to third parties when we reasonably believe we are obligated
to do so by law, and in order to investigate, prevent, or take action regarding suspected or actual
prohibited activities, including without limitation, fraud, situations involving potential threats to the
physical safety of any person, and violations of our terms of use, as described in your contract.

YOG's data security policies restrict access to customers’ personal information to authorized employees,
agents and subcontractors that may need this information. The afore named individuals may use our
customers’ personal information for YOG Storage business purposes only. YOG employees will maintain
the confidentiality of our customers’ personal information. Employees who break this client/ provider
confidentiality are subject to possible termination.

We maintain several different safeguards designed to guard our customers’ personal information. We
use a secure server software (SSL) and firewalls to protect your information from unauthorized access,
disclosure, alteration, or destruction. We also use encryption techniques and/or authentication
procedures. Unfortunately, no data transmission over the Internet or the phone, can be guaranteed to
be absolutely fail safe. As a result, while YOG aims to protect your personal information, we cannot
guarantee or pledge the security of any information you send to us, and you do so at your own risk.

In the event of any discontinuity of confidentiality or security of your personal information, we may try
to alert you as necessary by email or other means so you can take defensive steps to protect yourself. By
using our web site or providing personal information to us, you agree that we can communicate with
you electronically, or otherwise, regarding security, privacy and other issues relating to your use of the
YOG web site or your account with us. We ask the you let us notify you using the most current email
address, or any other means you provided to us.

This privacy policy was put into effect in October of 2014. We reserve the right to make changes to this
policy. If the changes result in a substantial loss of protection for your personal information than what
we have provided in this policy, YOG will make every effort to contact you with the changes.



